
The policy is intended to:

• Protect client and Tata Elxsi’s confidential data.
• Develop a management framework to maintain information security within the

organization.
• Assign security roles and co-ordinate the implementation of security across the

organization.
• Maintain security of organizational information processing facilities and assets

accessed by third Parties.
• Maintain the security of information when the responsibility for information

processing has been Outsourced.
• Protect information, computer systems and networks from threats and

vulnerabilities from internal and/or external sources.
• Achieve compliance with legislative and contractual requirements.
• Ensure business continuity.
• Continuous reduction of business.

Information Security Policy

“We shall ensure confidentiality, integrity and availability of all our information assets. 
We are committed to the protection of customer’s information, our own company’s 
information and intellectual property. We shall achieve these by rigorously 
implementing security controls, enforcing a documented business continuity plan and 
a monitoring system that reduces applicable business risks”.

* Excerpts from Tata Elxsi Information Security and Management System (ISMS) Manual




